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ERM & Change Management: 
Teamwork 

Presented by: 
Ginger Devine, EVP/Chief  Risk Officer

Tricia Snodgrass, EVP/Chief  Operations Officer

ERM & Change Management

Financial institutions face a dynamic environment with ever-changing 
regulations, market risks, and operational challenges.

ERM and Change Management are critical tools for managing compliance 
risks and ensuring regulatory adherence while navigating change.

In this session, we will explore the synergy between an effective change 
management program and a defined ERM program, examining how they 
work hand-in-hand to identify and reduce risks across the organization. 
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Agenda
ERM Framework
What is it?
Compliance Examples of  ERM

Change Management Process
What is it?
Compliance Examples of  Change Management

ERM & Change Management Collaboration
Examples
How to Document

Making Change Happen
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What is Enterprise Risk Management (ERM)?

Definition: A holistic approach to identifying, assessing, managing, and 
monitoring risks across an organization.
 Focus on aligning risk strategy with business goals.
 Types of  risks: Strategic, operational, financial, compliance, and 

reputational.

ERM is not just a compliance function but an integrated part of  the 
organization’s overall strategy.

For financial institutions, it includes managing risks like regulatory compliance, 
market fluctuations, and cybersecurity threats.
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The ERM Framework
An ERM Framework Includes:
 Risk Identification
 Risk Assessment
 Risk Response/Control
Monitoring and Reporting

ERM involves a systematic approach: Identifying risks (e.g., regulatory changes, 
economic shifts), assessing their potential impact, responding appropriately (via 
controls, mitigation strategies), and monitoring them over time.

Effective ERM requires communication between departments (e.g., legal, 
compliance, finance) and a continuous feedback loop to ensure risks are kept 
under control.
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Example of  ERM Framework & 
Compliance – Reg E

Regulation E (Reg E) Compliance:

Risk Identified: Changes to Regulation E (such as updates to electronic fund 
transfer requirements) require banks to ensure that customers are properly 
notified of  rights and the processes are compliant.

ERM Impact: Banks must assess the risk of  non-compliance, which could lead to 
penalties or customer disputes. ERM frameworks would guide the bank to revise 
procedures, update disclosure processes, and enhance staff  training on new rules. 
Monitoring of  customer complaints related to Reg E would also be essential.
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Example of  ERM Framework & 
Compliance - UDAAP

Unfair, Deceptive, or Abusive Acts or Practices (UDAAP):

 Risk Identified: Risk of  violating consumer protection regulations, leading to 
penalties or reputational damage.

 ERM Impact: Banks must continually assess and mitigate the risk of  engaging in 
practices that could be considered unfair, deceptive, or abusive under Dodd-Frank. 
This requires monitoring all customer interactions, reviewing product offerings, and 
ensuring transparent and ethical practices.

Example: A bank’s marketing team inadvertently misrepresents the terms of  a loan 
product which could be seen as deceptive. ERM processes would ensure the team is 
aware of  these risks and establish controls to regularly review advertising and product 
communications to avoid deceptive claims.
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What is Change Management?

Definition: The structured approach to transitioning individuals, teams, and 
organizations from a current state to a desired future state.

It focuses on minimizing resistance to change while maximizing engagement.

In financial institutions, change management is critical as the industry undergoes 
constant regulatory, technological, and market changes.

Effective change management ensures that all stakeholders are aligned and 
equipped to adapt to new systems, policies, or processes without disrupting 
compliance or operations.
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The Change Management Process
Change management isn’t a one-time event; it’s an ongoing 
process.

The process ensures that the impacted parties are ready and 
able to work within the new regulatory and operational 
framework after changes occur.

A Change Management Process Includes:
 Prepare for Change: Assess the scope and need for change.
 Plan for Change: Develop strategies, objectives, and 

timelines.
 Implement Change: Execute the plan with clear 

communication and support systems.
 Sustain Change: Reinforce the changes through feedback 

and continuous improvement.
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Why Change Management is Critical in 
Compliance

 Regulatory updates often require compliance processes and systems to evolve.
 Change in technology and platforms (e.g., implementing new compliance 

software).
 Integration of  new risks (e.g., cybersecurity or financial crimes).
 Maintaining business continuity while adhering to regulatory requirements.

This means Compliance professionals need to lead or at a minimum be an 
integral part of  the way in helping the organization adapt to regulatory changes 
swiftly and smoothly.
Implementing change management reduces the risk of  errors and compliance 
failures during transitions.
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How do changes occur within your organization? 
Are they:

InformalInformal

SiloedSiloed

DisruptiveDisruptive

UndocumentedUndocumented

11

Workflow of  a robust Change Management Process:

Formal

• Changes are presented to a Change Management Committee comprised of 
members from across the organization, including Compliance.

Collaborative

• Discussions take place across department lines to understand the impact 
the proposed change has on other areas across the organization.

Aligned
• Changes support the common goals of the affected areas

Documented

• Change Requests and committee minutes provide details of the change. 
New processes and procedures are created to support the affected areas.  
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Example of  Change Management – Reg E

Regulation E (Reg E) Compliance Change:
 Change Trigger: An update to Reg E that alters the dispute resolution process 

for electronic transfers.
 Change Management Impact: The compliance team will communicate the 

updates to all relevant departments (e.g., customer service, operations) and 
collaborate with Training team to create training materials. Employees will 
need to be retrained on handling dispute claims, and systems must be adjusted 
to accommodate the new processes.
 Example: A bank’s online platform must be updated to capture and store 

more detailed information about customers’ electronic transfers. IT will need 
to collaborate with compliance to ensure all processes are updated without 
disruption to customer service.
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Example of  Change Management -
UDAAP

UDAAP Compliance Change:
 Change Trigger: A new set of  guidance from regulators clarifying what constitutes 

unfair, deceptive, or abusive practices, especially in consumer loan offerings.
 Change Management Impact: The compliance team will collaborate with lenders, 

loan operations, marketing and training to ensure that product offerings, marketing 
materials, and sales practices align with the new guidance. Employees across sales and 
customer service must be trained to recognize and avoid potentially abusive or 
deceptive practices, particularly in collections, fees, or lending practices.
 Example: The bank’s collections department receives updated guidance on handling 

delinquent accounts in a way that avoids abusive tactics. Compliance will lead training 
sessions for employees and ensure that new policies are implemented effectively.
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ERM & Change Management Collaboration

Reg E Compliance:
ERM Role: Identifying the risk of  failure to update customer agreements and 

systems in line with regulatory changes.
Change Management Role: Ensuring timely updates to bank systems and 

training all staff  on new customer rights and dispute resolution procedures.

UDAAP Compliance:
ERM Role: Identifying and assessing the risk of  unfair, deceptive, or abusive 

practices in consumer-facing interactions (e.g., marketing, collections, and 
lending).
Change Management Role: Updating operational processes to ensure 

transparency and ethical practices in product offerings and consumer 
interactions. This could involve reviewing and altering scripts, customer 
communication, and sales incentives to align with UDAAP standards.
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But Did You Document It?

Change Management 
documentation should include:
Change Implementer
Reason for the Change
Departments Affected
Implementation Plan
Testing Plan
Timeframe
Committee Approval
Results of  the Change
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ERM Framework 
documentation should include:
Risk Description
Risk Trigger
Probability & Impact Scores
Action Trigger (Guard Rail)
Response Considerations
Results if  no action taken
Reporting
Risk Owners
Monitoring Systems
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Change Management Documentation
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ERM Framework Documentation
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ERM & Change Management Process Requires
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Thoughts/Questions
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